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QTSP Service

May be created by the EUDI wallet 
instead.

The interaction between the EUDI 
Wallet and the QTSP is indicatively 

depicted to occur via a QR- code, but
it could also be achieved through 

other means, e.g. deep- link

It is assumed that PID authentication using the
EUDI Wallet is applicable. If other attributes, 
i.e. attribute attestations, are needed for the 

certificate, then the option of sending attribute
attestations and validating them should be 

taken into consideration.

High Level Description:
In the local enrolment flow, the User is allowed to enroll to local signing mean which can be utilized for the creation of eSignatures. It shall be clarified 
that a default signing mean is expected to be provided within the EUDI Wallet by the Member States, but it will also be possible for Users to enroll to 
additional signing means/services.


