
EUDI Wallet

User
EUDI Wallet Holder

Touchpoint
What service do they interact 
with?

Usage
How would they use the app?

Signature Creation Device 
(Remote) 
(operated by a QTSP)

Enablers
What do they need

Journey Steps
Which step of the experience 
are you describing?

Backstage
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The 'Online Identification & 
Authentication' flow described in 

ARF v1.2.0' shall be followed.

User is enrolled to a default signing 
service, but may have also enrolled 
to additional ones, or the Relying 
Party may dictate the use of an 

alternative signing service.
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signing service (built-​in to the 

EUDI Wallet)

EUDI Wallet (Valid State)

Valid State

Prompted to follow 
enrolment process

If user is not enrolled to the
signing mean/service dictated
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High Level Description:
In the remote flow channeled by the EUDI Wallet, the signature is created using a signing (private) key held within a Qualified Signature Creation Device operated by a Qualified Trust Service 
Provider.
The flow may be initiated by the User or a Relying Party and the user views the document or the data to be signed within the EUDI Wallet. The signature is created by utilizing the default signing 
service or with the one selected by the user in case the user has enrolled to more than one signing services.
The EUDI Wallet computes the hash digest of the document to be signed and can either build the whole signature (AdES) and finalise the signed document or (where applicable) forward the 
eSignature value and certificates to the Relying Party which can finalise the signature (AdES) and the signed document. In both cases, the signed document is stored within the EUDI Wallet.

May be optional/not applicable if 
other interactions means are being 
utilised (e.g. deep-​link). It shall also 

be examined in alignment with 
accessibility issues associated with 

the presentation of a QR-​code.

May be already handled as part of 
the previous user authorisation step


